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Заняття: Четвер - 15.00 - 17.50 

Години консультацій Понеділок, вівторок - 15.00 -16.20 

 

Анотація 

Мета навчальної дисципліни: оволодіння знаннями, формування вмінь і навичок з концептуально-

теоретичних та практичних основ проведення психологічних операцій та інформаційних війн у 

галузі міжнародних відносин. 

Завдання навчальної дисципліни: формування знань та вмінь у сфері сратегічних комунікацій, 

зокрема інформаційних та спеціальних операцій, а також у таких розділах сучасних комунікативних 

технологій як пропаганда та контрпропаганда, комунікативні стратегії з активним опонентом. 

Предмет навчальної дисципліни „Інформаційні війни в геополітиці” – стратегічні комунікативні 

технології з довготривалими та короткотерміновими цілями. 

 

Компетенції, що здобуваються 

Загальні компетентності: 

ЗК2, 3, 4, 5, 6, 7, 8, 9 

● здатність вчитися і оволодівати сучасними знаннями.  

● вміння виявляти, ставити та вирішувати проблеми.  

● здатність спілкуватися іноземною мовою. 

● здатність генерувати нові ідеї (креативність).  

● здатність працювати в міжнародному контексті.  

● здатність працювати в команді  

● здатність виявляти ініціативу та підприємливість.  

● здатність оцінювати та забезпечувати якість виконуваних робіт. 

● володіння основними методами, способами і засобами отримання, зберігання, переробки 

інформації, навичками роботи з комп'ютером як засобом управління інформацією; здатністю 

працювати з інформацією в глобальних комп'ютерних мережах; 

● уміння системно мислити, ставити цілі і вибирати шляхи їх досягнення, вміння знаходити 

міжнародно-політичні і дипломатичні смислові навантаження проблем і процесів; 

● здатність ясно, логічно правильно і аргументовано будувати усну і письмову мову у відповідній 

професійній області; 

● здатність проведення досліджень на відповідному рівні. 

Спеціальні (фахові, предметні) компетентності: 

СК 2, 3, 4, 5, 6, 7, 8, 10, 11, 12, 13, 14 

● здатність аналізувати глобальні процеси та їх вплив на міжнародні та суспільні відносини, 

політичні та суспільні системи; 

● здатність аналізувати та прогнозувати міжнародні відносини у різних контекстах, зокрема 

політичному, безпековому, правовому, економічному, суспільному, культурному та 

інформаційному; 

● здатність використовувати для дослідження міжнародних відносин, суспільних комунікацій та 

для регіональних студій теоретичні та методологічні підходи політології, економічної та правової 
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науки, міждисциплінарних досліджень; 

● здатність виявляти та аналізувати особливості розвитку країн та регіонів, сучасних глобальних, 

регіональних та локальних процесів, та місця в них України; 

● здатність будувати і досліджувати моделі процесів у сфері міжнародних відносин, суспільних 

комунікацій та регіональних студій;  

● здатність виявляти та аналізувати природу, динаміку, принципи організації міжнародних 

відносин, типи та види міжнародних акторів, сучасні тенденції розвитку світової політики; 

● здатність розуміти логіку глобальних процесів і розвитку всесвітньої політичної системи 

міжнародних відносин в їх історичній, економічній та правовій обумовленості; 

● здатність володіти базовими навичками прикладного аналізу міжнародних ситуацій; 

● здатність розуміти зміст програмних документів з проблем зовнішньої політики України, уміння 

професійно грамотно аналізувати і пояснювати позиції України з основних міжнародних 

проблем; 

● здатність приймати обґрунтовані рішення щодо здійснення міжнародної та зовнішньополітичної 

діяльності.  

Плановані результати навчання 

Знання: 

знати та розуміти природу, джерел та напрямів еволюції міжнародних відносин, міжнародної 

політики, зовнішньої політики держав, стану теоретичних досліджень міжнародних відносин та 

світової політики; 

● місце інформаційного протиборства в світових політичних процесах; логіку зміни і розвитку 

проблеми інформаційного протиборства. 

Уміння: 

● критично осмислювати та аналізувати глобальні процеси та їх вплив на міжнародні відносини; 

● аналізувати та оцінювати проблеми міжнародної та національної безпеки, міжнародні та 

інтернаціоналізовані конфлікти, підходи, способи та механізми забезпечення безпеки у 

міжнародному просторі та у зовнішній політиці держав; 

● визначати, оцінювати та прогнозувати політичні, дипломатичні, безпекові, суспільні й інші 

ризики у сфері міжнародних відносин та глобального розвитку. Оцінювати та аналізувати 

міжнародні та зовнішньополітичні проблеми та ситуації, пропонувати підходи до вирішення 

таких проблем. 

Навички: 

● планувати та здійснювати дослідження проблем міжнародних відносин, суспільних комунікацій 

та регіональних студій з використанням сучасних наукових методів, збирати та аналізувати 

необхідну інформацію, аргументувати висновки, презентувати результати; 

● оцінювати та аналізувати міжнародні та зовнішньополітичні проблеми та ситуації, пропонувати 

підходи до вирішення таких проблем; оцінювати міжнародні події, процеси в сфері 

міжнародного співробітництва та міжнародної безпеки, стан взаємодії та конфлікту в 

міжнародних системах; 

● брати участь у професійні дискусії у сфері міжнародних відносин, зовнішньої політики, 

суспільних комунікацій та регіональних студій, поважати опонентів і їхню точки зору, доносити 

до фахівців та широкого загалу інформацію, ідеї, проблеми, рішення та власний досвід з фахових 
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проблем. 

 

Навчальні ресурси 

● Для вивення курсу необхідне використання електронних освітніх ресурсів команди курсу на 

платформі MS Teams за адресою: 

https://bit.ly/3E1KjR5 

 
    

 

Політика курсу 

● Відвідування та / або участь: відвідування та активна участь є класифікованою складовою 

курсу, що оцінюється, дистанційна он-лайн участь студента допускається за умови наявності у 

нього відповідних технічних засобів - у такому разі здійснюється онлайн-нарада в команді 

MSTeams. 

● Академічна доброчесність та співпраця: не допускається порушення норм авторського права, у 

разі виявлення плагіату письмова робота студента не оцінюється. Заохочується групова робота із 

презентацією її результатів у розділі “Простір для співпраці” персональних електронних 

блокнотів студентів.  

● Студенти з обмеженими можливостями: можуть брати дистанційну (онлайн) участь на підставі 

особистого звернення.  

● Заява про стан здоров’я студентів: у випадку погіршення стану здоров’я він, на підставі 

особистого письмового звернення (електронною поштою або в дописах команди MS Teams може 

брати дистанційну онлайн-участь у заняттях. 

● Мобільні пристрої: заохочується використання мобільних пристроїв - застосовується підхід 

BYOD (Bring Your Own Device). 
 

Структура навчальної дисципліни 
 

Тема Предмет вивчення Усього Лекц Семінари Самост. Консуль. Ф.К., бал 

Модуль 1. Основи інформаційного протиборства 

1.1 

 

Інформаційна складова національної 

безпеки 

8 2 2 10  ІРС 

1.2 

 

Інформаційний простір і його 

трансформація 

10 2 2 10  ДС 

https://bit.ly/3E1KjR5


 
 

6 
 

1.3 Модель інформаційної війни 10 2 2 10  ДС 

1.4 Інформаційне протиборство у 

сучасних воєнних доктринах 

12 2 2 10  ДС 

1.5 

 

Геополітичні наслідки 

інформаційного протиборства 

12 2 2 10  ДС/ІРС 

Модуль 2. Стратегічні комунікації 

2.1 

 

Суть і структура стратегічних 

комунікацій: інформаційні операції, 

психологічні операції, публічна 

дипломатія, зв’язки з громадськістю 

12 2 2 10  ДС/РМГ 

2.2 Забезпечення стратегічних 

комунікацій 

12 2 2 10 8 Р 

2.3 Структура і сценарії спеціальних 

інформаційних операції 

12 2 2 10  ДС 

2.4 Захист від спеціальних 

інформаційних операціи  

12 2  10  ДС 

2.5 

 

Сучасні методи інформаційного 

протиборства 

12 2  14  ДС/РМГ 

  120 20 16 104 9  

 

*Форма контролю: ДС – дискусія, ДБ – дебати, Т – тести, ТР – тренінг, РЗ/К – розв’язування задач / 

кейсів, ІНДЗ / ІРС – індивідуальне завдання / індивідуальна робота студента, РМГ – робота в малих 

групах, МКР / КР – модульна контрольна робота/ контрольна робота, Р – реферат, а також аналітична 

записка, аналітичне есе, аналіз твору тощо. 

Політика оцінювання 

● Затримки виконання: допускається за умови наявності непереборних обставин, що 

перешкоджали вчасному представленню, що підтверджується документально (наприклад, 

довідка лікаря). 

● Повторне оцінювання: допускається на підставі обґрунтованого письмового звернення студента 

(електронною поштою або в дописах команди MSTeams), але не пізніше як протягом одного 

тижня після основного оцінювання.   

● Політика відвідування та / або участі: відвідування та активна участь є оцінюваною складовою 

курсу 
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Оцінювання 

Підсумкова оцінка складається з таких компонентів: 

 

Види роботи Частка у підсумковій оцінці, % 

Поточний контроль 30 

ІНДЗ 10 

Підсумковий контроль 60 

 

Шкала оцінювання 

Студентам будуть присвоєні такі підсумкові оцінки на основі загального підсумку набраних балів: 

 

Оцінка Відповідно до загальної кількості балів 

Відмінно 90-100 

Дуже добре 82-89 

Добре 75-81 

Задовільно 67-74 

Достатньо 60-66 

Незадовільно 0-59 

Рекомендована література та інтернет-ресурси 

 
1. Почепцов Г. Сучасні інформаційні війни / Георгій Почепцов. - Київ : Києво-Могилян. акад., 2015. 

- 496 с. 

2. Почепцов Г. Г. Смислові та інформаційні війни / Г. Г. Почепцов // Інформаційне суспільство. - 

2013. - Вип. 18. - С. 21-27. - Режим доступу: http://nbuv.gov.ua/UJRN/is_2013_18_6 

3. Макаренко ЄА.,Рижков М.М., Ожеван М.А., Кучмій О.П., Фролова О.М. Міжнародна 

інформаційна безпека: теорія і практика. Підручник. – К. : Центр вільної преси, 2016. – 418  с. 

4. Ожеван М. А., Власюк О.С., Дубов Д.В., Петров В.В. та ін.. Міжнародна інформаційна безпека у 

глобалізованому світі // Україна у системі міжнародної безпеки: Монографія / За заг. ред. О. С. 

Власюка; НІПМБ при РНБО України.- К., 2009. - Частина 3. Анин Б., Петрович Б. 

Радиошпионаж. - М., 1996. 

5. Ожеван М.А., Макаренко Є.А., Кучмій О.П. ті ін. Міжнародна інформаційна безпека. К.2006 

http://www.irbis-nbuv.gov.ua/cgi-bin/irbis_nbuv/cgiirbis_64.exe?Z21ID=&I21DBN=UJRN&P21DBN=UJRN&S21STN=1&S21REF=10&S21FMT=fullwebr&C21COM=S&S21CNR=20&S21P01=0&S21P02=0&S21P03=A=&S21COLORTERMS=1&S21STR=%D0%9F%D0%BE%D1%87%D0%B5%D0%BF%D1%86%D0%BE%D0%B2%20%D0%93$
http://www.irbis-nbuv.gov.ua/cgi-bin/irbis_nbuv/cgiirbis_64.exe?Z21ID=&I21DBN=UJRN&P21DBN=UJRN&S21STN=1&S21REF=10&S21FMT=JUU_all&C21COM=S&S21CNR=20&S21P01=0&S21P02=0&S21P03=IJ=&S21COLORTERMS=1&S21STR=%D0%9673062
http://www.irbis-nbuv.gov.ua/cgi-bin/irbis_nbuv/cgiirbis_64.exe?I21DBN=LINK&P21DBN=UJRN&Z21ID=&S21REF=10&S21CNR=20&S21STN=1&S21FMT=ASP_meta&C21COM=S&2_S21P03=FILA=&2_S21STR=is_2013_18_6
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6. Даллес А. Искусство разведки. М., 1992. 

7. Доценко Е.Л. Психологические манипуляции. М., 1997. 

8. Брижко В.М., Щвець М.Я., Цимбалюк В.С. Е - боротьба в інформаційних війнах та інформаційне 

право: Монографія / За ред.. д.е.н. М. Швеця. - К.: НДЦПІ АПрН України, 2007. 

9. Войтасик Л. Психология политической пропаганды. М., 1981. 

10. Волкогонов Д.А. Психологическая война. – М., 1984. 

11. Горбулін В.П., Додонов О.Г., Ланде Д.В. Інформаційні операції та безпека суспільства: загрози, 

протидія, моделювання. К.: Інтертехнологія, 2009. Електронний ресурс. [Режим доступу]: 

poiskbook.kiev.ua/art/gdl/gdl.pdf 

12. Грешневиков А. Информационная война. М., 1999. 

13. Международная информационная безопасность: монография / Е.С.Зиновьева; Моск. гос. ин-т 

междунар. Отношений (ун-т) МИД России, каф. мировых политических процессов. — М.: 

МГИМО-Университет, 2013. — 194 с. — (Серия «Научная школа МГИМО»). 

ISBN 978-5-9228-1018-0 

14. Макаренко Є. А. Політичні доктрини глобальної інформаційної безпеки / Є. А. Макаренко // 

Вісник Ін-ту міжнародних відносин Київськ. нац. ун-ту імені Тараса Шевченка. – 2007. – No 2. – 
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